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OB30P YA3BNMOCTEWN
BEB-NMPUNOXXEHUW

4-n ksaptan 2025 roga
+ nonHbi 2025 ron




ExxegHeBHO akcnepThl Solar 4RAYS cneadar 3a nosiBNeHMEM yA3BMMOCTEN B
pacnpoCTpaHEHHbIX BEO-NPUMNOXEHUAX, @ TAKKE IKCNITOMTOB Mo, 3TU YA3BUMOCTM.
MOHUTOPUHI OCyLLEeCTBNAETCA A1 CBOEBPEMEHHOIO CO34aHUA OETEKTUPYHOLLMX NOTUK,
KOTOopble BNOCeaCTBUM peanuayoTcs B NpoaykTax u cepeucax «Conapax. [NapannensHo
HakannueaeTcsa cTaTUCTMKa, KOTopad MNO3BOSISET NOHATb, Kak MeHseTcs naHawadT yrpos
3Toro Tuna.

B gaHHOM oT4yeTe Mbl NpeAcTaBnsemM pesynbTaThl HaWnX HabnaeHNn 3a YETBEPTLIN
kBapTan u no utoram ecex 12 mecsiues 2025 r. n 0630p camblx pacnpocTpaHeHHLIX BED-
yassumocTen 2025 roga.

OcHOBHble pe3ynbTaThbl: 4-i1 KBapTan

B uyeTBepTOM KkBapTane Mbl NpoaHanuanpoBanu 397 coobLeHMIn O HOBbIX YSA3BMMOCTSIX U
proof-of-concept ans Hux B 6onee yem 290 npoaykrax.

- KonnuyectBo oBHapyXeHHbIX YA3BMMOCTEN NO CPAaBHEHUIO C TPETbUM KBapTasiom
Bblpocno Ha 34,1% — ¢ 296 go 397. 31o camoe 6orbLUoe YMCNOo OBHapYXEHHbIX
YySI3BMMOCTEW MO CPaBHEHMIO C NpeablayLLMMM KBapTanamm roaa.

- CeteBou BekTop nmetoT 81% ya3BmumMocTen, U3 HUX B 78,7% Mcrnonb3yeTcsa NPOTOKON
HTTP. B TpeTbem kBapTane at1 nokasatenu cocrasnanu 81,8% v 88%
COOTBETCTBEHHO.

- CpefgHuin ypoBeHb KPUTUYHOCTU OBHApYXEHHbIX Ya3BUMOCTENn — 7,8 (Takom xe Obin
N B TpETbEM KBapTane).

- Cawmbiin ya3BuMbIn NpoaykT kBapTana — WordPress v nnarvHbl ans Hero (13,6%).
Takke BTOpOWM KBapTan K psigy BbISIBMSIOTCA YA3BMMOCTU B pas3nuyHbix Al-cepBucax.
B Ton ys3BuMbIX NpoaykToB Bowwnun React, Apache, npoaykTel Fortinet, poytepsbl 1
apyroe cetesoe obopyaoBaHue.

- bBbonbwas vyactb (69,3%) obHapyXeHHbIX CeTEBbIX YA3BUMOCTEN UMESTN YPOBEHDb
kputudHoctn High u Critical. B TpeTbem KBapTane aToT nokasaTenb COCTaBNAn
67,3%.

- MexcanTtoBblin ckpunTUHT, SQL-MHBbEKUNA, HEOrpaHMYEeHHas 3arpy3ka (hanna
onacHoro Tuna, BHegpeHune komanabl OC, He4OoCTaTOYHbIN KOHTPOSb reHepaumm
koga (BHeapeHue Koaa), HEKOPPEKTHbIN KOHTPOMb AOCTyna — Hanbonee 4yacTo
oBHapyxmBaemble TUMbl YA3BMMOCTEN B YeTBepTOM kBapTane 2025 roga.

OcHoBHble pesynbTaTtbl 2025 roga

- Bcero 6bino npoaHanuamposaHo 6onee 4em 1000 PoC ansa yssBumocten 6onee
yem B 680 npoaykrax.

- Cawmbim yassumbiM npoayktom 2025 roga ctan WordPress mn3-3a ero o6LUMpPHON
OGUBNNOTEKM CTOPOHHMX MMArMHOB M BbLICOKOW nonynspHocTu cpean apyrnx CMS-
nnatdgopm. 3a rog 6bi1no 3admkcpoBaHo npumepHo 140 PoC-akcnnonTos.

- CambiMM pacnpocTpaHeHHbIMM Tunammn ysisBumocten B 2025 rogy cranu:
HeJoCTaTOYHaa HenTpanusaums BBoda Npu opmupoBaHun Beb-cTpaHuubl (XSS),



HegocTaTtovyHas HeuTpanu3aumsa cneuuanbHbiX anemeHToB B SQL-3anpocax,
MexcanTtoBasd noggenka 3anpocoB (CSRF) u HeorpaHudeHHas 3arpyska dannos
ornacHoro Tuna.



PesynbTtaTthl 4-ro kBaprana

BeKTOpr N YPOBEHb KPUTUYHOCTH

M3 Bcex oBHapyXeHHbIX 3a KBapTar ys3BMMOCTEN CETEBOW BEKTOP (Korga aKcniyaTtaums
npovcxoauTt Yyepes ceteBble npoTtokonbl HTTP, SSH, SMB u gap.) umetot 81,1%. U3 atoro
obbema 78% (255 coobieHunn 06 ya3BMMocTAX) npuwnock Ha HTTP.

BekTopbl ya3sumocTeit B 4-m kBaptane 2025 r.
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B ueTBepTOM KBapTane Mbl 3aMeTUNM COOBLLIEHUSI O paHee He BCTpeYvaBLleMCH HaMm Tune —
CMEXHbIX YSI3BUMOCTSAX. OTO Pa3HOBMAHOCTb YA3BMMOCTEN MOXET ObITb UCNONb30BaHa
Yepes CMEeXHYIo CeTb, TO eCTb aTaKyloLWunii A0MMKeH BbiTb B TON Xe (dN3NYeCKon ceTn unm
nokarbHOW NoAceTn, HO He 0BA3aTenbHO Ha CaMoW LieneBon MaluvHe, YTO yKasblBaeT Ha
Gonee HU3KyIO CTeneHb yaaneHHOCTM aTakm No cpaBHeHuto ¢ atakamu Tuna Network (CeTb).
Mprmepom Takon ysa3sumocTu aendetca CVE-2025-67780 — oBGHapyXeHHasi B 4eTBEPTOM
KkBapTane 6peLlb B cMcTeMe CrnyTHUKOBOro uHTepHeTa Starlink.



https://nvd.nist.gov/vuln/detail/CVE-2025-67780

Bonblwasa yactb (68,4%) obHapy>KeHHbIX CETEBbIX YA3BMMOCTEN MMENN YPOBEHb
kputnyHoctn High n Critical. lNokasaTtenb He3HAYMTENBHO BbIPOC NO CPABHEHUIO C TPETbUM
KBapTarnom, korga Ha Takue ysi3BUMOCTUW npuwnock 67,3%. iameHeHne MoxeT BbITb
CBSA3aHO C COKpaLLeHWEM Yncra ya3sBMMOCTEN, YPOBEHb KPUTUYHOCTUN KOTOPbIX HE
onpeperneH. Noa koHew roga, Koraa NnpeacTaBUTeNn BCeX OTpacnen, BKNoyas
nccregoBaTenen 6e30nacHOCTU, CTPEMSATCA NOABECTM UTOMU 1 3aBepLUMTL paboune 3agauu,
3TO XapakTepHoe siBfeHune.

Pacnpegenenue ys3BUMOCTEN N0 YPOBHIO KPUTUYHOCTU B 4-M
kapTane 2025 .

123% 4 32%

25,00%

= Critical = High Medium =Low  YpoBeHb KpUTUYHOCTMHE ONPENENEH



YA3BMMOCTM B NpOAyKTax

WordPress

WordPress go cux nop B psgy nepebix. 3a 4-n kBaptan 6bino onybnukoBaHo 44
NOATBEPKAEHHbIX KoHUenuuu. MakcumanbHbii 6ann onacHoctu (10/10) nonyumnu natb
yassumocTen B nnarkHax gnsa WordPress:

CVE-2025-48148 (StoreKeeper B.V. StoreKeeper) — CWE-434;

CVE-2025-29009 (Webkul Medical Prescription Attachment Plugin) — CWE-434;
CVE-2025-12539 (TNC Toolbox:Web Performance) — CWE-922;

CVE-2025-39401 (WordPress WPAMS Plugin) — CWE-434;

CVE-2025-13390 (Directory Kit) — CWE-303.

Yassumble npodykTbl B 4-m kBapTane 2029 r.

= WordPress = Al-cepsmcel - PoyTepel n ipyroe obopynosanue = Fortinet - NPM = Apache = [lpyrue

CWE — 310 cuctema Hymepauumn TunoBbix 6peluen B 6e3onacHOCTM NpoayKToB. BOT kakne
TUMbl YS3BUMOCTEN NpUBEAEHbDI BbILLE:
e CWE-434 — ys3BUMOCTb, NO3BONSIOLLAA 3arpy>aTb NPOU3BOSbHbIE dhannbl. Ang
WordPress xapaktepHa 3arpy3ka PHP-shell-cannos.
e CWE-922 — ysa3BumoCTb, NO3BOMSOLAA NONyYaTh KOHPUAEHUNANBHYO
NMHopMaLmIo, OCTYMbl K KOTOPOW HE OrpaHuUYeHbl OMMKHbIM 06pa3oMm.
e CWE-303 — ys3BumocTb 0bxoaa ayTeHTudukaLmu.

Al-cepBuchl
UeTBepThIn KBapTan nokasan Hanvune 6onee cepbesHbiX YI3BUMOCTEN B CepBUcaXx,

CBsI3aHHbIX € pa3paboTtkon Al-accucteHToB. Bcero ctano n3BecTHO O 4EeCHATU HOBbIX
HegocTaTkax 6e3onacHocTn. Hanpumep:



e Flowise — aTo nnatdopMa/MHCTPYMEHT C OTKPbITbIM MCXOAHbBIM KOAOM AN
cosganusa MN-areHtoB (CVE-2025-59528).

e Ray — OTKpbITbI/ NPOrpaMmmHbI openmBopk (6nbnunoTteka), B Nnepsyto ovepenb Ans
MaclTabnpoBaHus 3agay MalMHHOIO oby4YeHust, oby4eHus Mogenen u
pacnpegeneHHbix BoluncreHnn (CVE-2025-62593).

O6e 3T1 ys3BMMOCTU CBSi3aHbl C YaaneHHbIM BbinofHeHnem koga (CWE-94,
«UHDBbEKUMS» KOoaa).

e OpenAl-Codex CLI — 370 nokanbHbI areHT ang nporpammmpoBaHus ot OpenAl
(CVE-2025-59532). YassumocTb cBsasaHa B CWE-20 (HekoppekTHasi npoBepka
BXOOHbIX AAHHBbIX).

React

Camor rpoMKoOM yA3BMMOCTbLIO YETBEPTOrO KBapTana MoxHo HassaTb CVE-2025-55182,
KoTopas nony4ynna cobcreeHHoe nmsa React2Shell. O Hen mbl nucanu B Hallem Tenerpam-
kaHane. Ecnu kpaTtko, To CVE-2025-55182 noseonsana BbinonHute RCE yepes
«3arpsis3HeHne» NPoToTMNOB. [laHHasa ya3BUMOCTb MMEET OrPOMHYHO rryorHy obdyckaumu,
4yTO gernaert ee ewe bonee onacHon. B npouecce nccnegosanna CVE-2025-55182 takke
ObInn 06HapyxeHbl elle ABe ys3sumocTn: CVE-2025-55184 — yrposa DoS n CVE-2025-
55183 — yrposa packpbiTus ucxogHoro koga. Ob 3ToM Mbl TaKKe NMcanu B HaWEM KaHane.

Fortinet

Takke cTano M3BECTHO O HECKOSbKUX KPUTUYECKMX YA3BUMOCTSAX B MPOAYKTaxX KOMNaHum
Fortinet. OgHon 13 cambix n3BecTHbIX asnaetca CVE-2025-64446 — ya3BumMocTb 06xoaa
nyTWn, KOTOPasi MOXET NPUBECTU K CO34aHMNI0 CTOPOHHWUX NOfb30BaTenen ¢ npaBamm
agMuHucTpatopa. NogpobHee 0 Hel YnTanTe B HaWEM MOCTE.

Apache

HecatnbannbHasa yassumocTb B Moagynsax Apache Tika CVE-2025-66516 nossonsna
BHeaApATb BHewHne XML-cywHoctn (XXE) ¢ nomoLbto cneumansHo co3gaHHoro XFA-
danna sHyTpn PDF-hanna.


https://t.me/four_rays/161
https://t.me/four_rays/161
https://t.me/four_rays/166
https://t.me/four_rays/153

Ton-5 ys3sumocTen no konnvecTtsy Bblweawmx Proof-of-Concept
(BKITHOYaS «yA3BUMOCTb-UCKIIOYEHNEY)

Ton-5 ysizBumocTeit no konuyectBy PoC B 4-m kBaptane 2025 r.
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HekoTopble ya3BMMOCTH, ONyGnMKOBaHHbIE B TEYEHNE KBapTana, Nosy4Ynnmn HeCKOMbKO
peanu3aumn B Buge proof-of-concept. O6bI4HO Takoe npomncxoauT ¢ Hanboree onacHbIMK
n/vnun nerko akcnnyaTupyemMbiMu ya3BumocTamn. M kak BUOHO 13 rpadmka Bbille,
React2Shell ctan abcontoTHEIM YEMMMOHOM KBapTana.

KpaTko onuiiem ocTarbHble YA3BUMOCTU, A1 KOTOPbIX B UCCieqyeMoM KBapTarie BbILfo
HaunbonbLuee yncno PoC. BakHO OTMETUTb, YTO UX KONMNYECTBO MOXKET MEHATLCH CO
BpPEMeHeM.

CVE-2025-68613 (9,9/10): ya3BMMOCTb BbINOSTHEHWNS yAANeHHOro koga y
aBTOPU3NPOBaHHbLIX Nonb3oBaTernen B n8n. NoapobHee MOXHO NpoYnTaTh B HALLEM MOCTE.

CVE-2025-59287 (9,9/10): pecepranusauuna HeJOCTOBEPHbIX AaHHbIX B Cnyxbe
obHoBneHnsa Windows Server.

CVE-2025-49844 (9,9/10): yassumocTtb B CYB[l Redis no3sonsana 3noyMbILLNEHHUKY
BbINONMHATL Lua-ckpunthl. NogpobHee — B Hawem nocte. [laHHas ya3BMMOCTb He
akcnnyatupyetcs Yyepe3 HTTP-npoTokon, HO Gbina BkNOYeHa B paMkax odpTorm, Tak Kak
AaHHaa CYB[ yacTto ncnonb3syeT Be6-NpUNoXeHNs Ans XpaHeHUs pasrfinyHbiX METPUK.

CVE-2025-55184 (7,5/10): ya3BMMOCTb, NO3BONAOLLAA BbI3BaTb OTKa3 B 06CNYyXMBaHWUUN B
npunoxeHuax Ha React.

CVE-2025-61882 (9,8/10): yassumocTb BbinonHeHnss RCE yepes obxoa ayTeHTUdUKaumm B
Oracle E-Business Suite.

Ha yBenuyeHue konuyectea PoC MoryT BNMsATb NyGnmnkaumMm unm aHanutuka ot


https://t.me/four_rays/167
https://t.me/four_rays/141

HE3aBUCUMbIX UCCJ1e40BaTENIbCKMUX I'IO,EI,pa3D,eJ'IeHVIIZ B obnactu K|/|6ep6e30|'laCHOCT|/1,

Hanpumep: WatchTowr Labs n Arctic Wolf Labs.

Hanbornee yacto obHapyxmMBaemble TUMbI YA3BUMOCTEN

B yeTBepTOM KBapTane Mol Bolgendem 10 Tunos (npusogmm nx ¢ Homepamu no Common
Weakness Enumeration, CWE) yasBumocTen, koTopble 06HapyXnBatoTCs Yale gpyrux.

Yazeumoctb (CWE) KonuyecTtBO

CWE-79: HegoctaTouHas HenTpanusaumsa BBoga npy oopMmpoBaHumn Beb-cTpaHnubl

(XSS) 56
CWE-89: HegoctaTouHas HenTpanusaums cneumanbHbiX anemeHTos B SQL-3anpocax 22
CWE-434: HeorpaHu4deHHas 3arpyska dannos onacHoro tuna 19
CWE-94: HegocTaTouHbIN KOHTPOMb reHepaumm koga (BHegpeHue koga) 15
CWE-22: HekoppeKkTHOe orpaHnyeHue gocrtyna 12
CWE-78: HegocTtaTouHasa HerTpanu3saums cneyunanbHbix anemeHToB B OC-komaHaax 11
CWE-306: OTcyTCcTBME ayTeHTUdMKaUMM ANS KPUTUYECKN BaXXHON (PyHKLMUN 8
CWE-20: HegoctaTo4yHasa Banugauusi BBoaa 8
CWE-77: HekoppekTHas HenTpanunsaums crewlmarbHbIX 3JIEMEHTOB, NCMOMb3yeMbIX B

kKomaHge («BHegpeHue komaHabl») 7
CWE-200: PackpbITe KoHpraeHUmansHon nHpopmaumm HeynorTHoMOYEHHbLIM NNLIOM 7

CWE-79
Hanbonee apkum npumepom MoxeT ObiTb XSS-ys13BUMOCTb B NONYNSIPHOM KpOCC-
nnaTtopMeHHOM cepsepe ans odmeHa annamm CrushFTP — CVE-2025-63420.

CWE-89

SQLIi-ys3BMMOCTb B Open-source-openmBopke no aBTomaTnsaumm paboumx npoueccos

Melis Platform Framework — CVE-2025-10351.

CWE-434

06 ogHOM 13 TakMx ysi3BUMOCTEN Mbl Nucanu Boiwe. CVE-2025-48148 B nnarmHe gnsa WP

(StoreKeeper B.V. StoreKeeper).

CWE-94
YassmumocTb B Flowise CVE-2025-59528, 0 KOTOpOW Mbl NUcanm Bbille.

CWE-22
YassumocTb B FortiWeb — CVE-2025-25254.




CWE-78
YassumocTb B React Native CLI — CVE-2025-11953.

CWE-306
YassumocTb B Oracle Fusion Middleware — CVE-2025-61757.

CWE-20
YassumocTtb B nnaruHe ang WP Fox LMS — CVE-2025-14156.

CWE-77
YassumocTb B Zohocorp ManageEngine — CVE-2025-9223.

CWE-200
Yassumoctb B MikroTik RouterOS — CVE-2025-61481.

5,86%

Pacnpenenenue ysssumocteit no CWE B 4-m kBapTane 2025 r.
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= CWE-79: HemocTtaTouHas HeliTpani3alya BBoaa npu ropMypoBaHiiv Beb-cTpaHnLbl (XSS)

= CWE-89: HemocTaTouHan HelTpanu3aLua cneumansHelx anemeHTos B SQL-3anpocax
CWE-434: HeorpaHudeHHan 3arpyaka haimnos onacHoro Tyna

= CWE-94: HemocTaTouHbIA KOHTpONB reHepalym koaa (BHeapeHre Koaa)
CWE-22: HekoppeKTHoe OrpaHyHeHIe ocTyna

= CWE-78: HemoctaTouHan HelTpanu3saLya cnelmankHelx anemeHTos B OC-komaHnax

= CWE-306: OTcytcTBMe ayTeHTUGUKALMA ANA KDUTUHECKN BAXKHON (YHKLMK

= CWE-20: HemocTaTouHas Banvaauya Beofa

= CWE-T7- HexoppekTHast HeHTpanu3aLns crieluarbHsIX aNeMeHTOB, UCNonb3yeMblX B KoMaHfe («BHeaperne
KOMaHb!»

= CWE-200: Lacprlme KOH(HAEHUMANEHON MHOPMALWK HEYTOMHOMOYEHHBIM TMLLOM

= [Ipyroe



Pesynbtatkl 2025 roga

3a roa 6bino npoaHanuanpoBaHo 1046 PoC ans yassumocTten 6onee yem B 680 npoaykrax,
n3 koTtopbix okono 700 skcnnyaTtupytotca depes npotokonn HTTP. CambiM ysi3BUMbIM
npogyktom ssnsietca WordPress 13-3a ero obwmpHon 6nbnmoTekn CTOPOHHUX MiarnHoOB U
BbICOKON nonynsapHocTtu cpean apyrnx CMS-nnatdopm. 3a rog 6bino 3adukcMpoBaHo
npumepHo 140 PoC-akcnnonTtoB. Okono 70% Bcex ceTeBbIX YS3BUMOCTEN MMENU BbICOKYHO
NN KPUTUYECKYHO CTEMEHb pUcKa.

ObLuee konnyecTBo NpoaHanuanpoBaHHbIx PoC 3a 2025 .
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Konuuectso PoC Ha ceTeBble ysasumocTu B 2025 .

324
242
191
26
W KB IV KB

| KB Il KB

KonnyectBo yassumocTeit ¢ ypoHeM Critical n High B 2025 r.

136
| I

Il KB Il KB v

225
KB

70
| KB



350

300

250

200

150

100

50

25

20

15

10

KonnuecTBo ysisBumocTelt ¢ ypoBHeM onacHocti 10 6annos B
2025 ropy.

13
7
3 l

| KB Il KB Il KB IV KB

KonnyecTtBo yasBumbIx npoayktoB B 2025 1.

299
120
) I
| KB Il KB IV KB

MNpencTasneHHble rpaukn HarnNsA4HO AEMOHCTPUPYIOT NocneaoBaTernbHoe yBenvyeHme B
TeyeHune roga uncna obHapyXeHHbIX Y3BMMOCTEN C KpUTUYECKUM npuoputeTom. MNpn aToM
oTpuLaTenbHbIX CKa4YKoB 3addUKCMPOBaHO He BbIno, BCe Noka3aTenu TonbKo pocnn. Bropas
MonoBMHa rofa okasanacb caMon XapKor B 3TOM CMbICIe NOpon. ATa TeHAEHLMSA roBOPUT O
TOM, 4TO B VIB-kOMaHaam cTouT 3aknagbiBaTth 6onbLle pecypcoB Ha YCTaHOBKY OGHOBIEHWI
n apyrve mepbl No NPeAoTBPALLEHUIO aTak Yepes IKCMITONThI.



Camble pacnpocTpaHeHHble YsI3BUMOCTM No konndyectsy PoC B
TeyeHue roga

Cawmag nonynspHasa CVE no konunyectsy PoC

| KB CVE-2025-24893
Il KB CVE-2025-3248
Il KB CVE-2025-53770
IV KB CVE-2025-55182

N1orosasg Ttabnuuya CWE 3a roa

CWE n Ha3BaHue

CWE-79 — HepocTtaTtoyHas HelTpanusauusa Beoga npu dopMmmpoBaHum Beb-cTpaHuubl (XSS)

CWE-89 — HepocTaTo4Has HenTpanu3auusi cneumanbHbix anemeHToB B SQL-3anpocax (SQL-
WUHbEKLMS)

CWE-434 — HeorpaHn4yeHHas 3arpyska ainnos ¢ onacHbIM TUMOM

CWE-94 — HepgocTaTouHbIM KOHTPOMb reHepauuy koga (BHegpeHue koaa)

CWE-22 — HenpaBwuibHbln KOHTPOMb AocTyna K nytam u dannam (Path Traversal)

CWE-78 — HepoctaTtoyHasa HenTpanusauunsa cneumanbHbix anemeHToB B komaHaax OC (Command
Injection)

CWE-20 — HepocTtaTto4yHada Banuaoauus Beoga

CWE-284 — HenpaBunbHbIA KOHTPOMb AOCTYNa

CWE-502 — [lecepuanusauunsa HeHagEXHbIX OaHHbIX

CWE-352 — lNoppenka mexcantosbix 3anpocoB (CSRF)

CWE-77 — HenpaBunbHasa HeENTpanu3aums cneyunanbHbiX 3JIEMEHTOB B KOMaHOHOW CTPOKE

CWE-639 — O6xof aBTOpM3aUmMm Yepes ynpaensiemblin nons3osartenem kod (IDOR)

CWE-200 — PackpbITue koHduaeHunansHom nHopmauum HeynonHOMOYEHHbIM NMuam

CWE-74 — HepoctaTtoyHas HeTpanuaaums cneyunanbHbIX 35IEMEHTOB B BbIBOAE

CWE-862 — OTcyTcTBUE NpOBEpKN aBTopmnsaLmm

CWE-306 — OtcyTtcTBYyeT ayTeHTUudUKaums ans KpUTUHECKn BacKHOW OYHKLMK

CWE-918 — CepBepHbin noasor 3anpocos (SSRF)

MO>XHO cKasaTb, YTO CaMble TUMNYHbIE YSI3BUMOCTM 4O CUX MOpP OCTAlTCA CaMbiMM
nonynsapHbiMK, Takme kak XSS, SQLI, Bbixoa 3a npefensl katanora u T. 4.


https://nvd.nist.gov/vuln/detail/CVE-2025-24893
https://nvd.nist.gov/vuln/detail/CVE-2025-3248
https://nvd.nist.gov/vuln/detail/CVE-2025-53770
https://nvd.nist.gov/vuln/detail/CVE-2025-55182

3aknyeHumne

NToroBble AaHHbIe NOKa3bIiBalOT, YTO 3a rO4 KONIMYECTBO HOBLIX YA3BMMOCTeEN 1 ux PoC
Tonbko pocno. C 0gHOM CTOPOHbI, 3TO CBMAETENLCTBYET 00 akTMBHOCTM coobLlecTBa
nccneposaTenen 6e3onacHoCT NPOAYKTOB, C APYron — O cucTtemaTnyecknx npobnemax B
HekoTopowm IN0O. Hanpumep, Wordpress octaBancsa cambiM ySa3BUMbIM MPOAYKTOM B TeYeHne
Bcero roga. NonynspHele npoayktel Fortinet, Apache n HekoTopble apyrue He pa3
CTaHOBWNNCb NpeaMeTOM U3yveHus. 3a4acTyto AaHHble UccnegoBaHunin B obnactum
NMHopMaLUMOoHHOM 6e30nacHOCTN NPUBOAUITM K OBHaPYXXEHMIO CepPbe3HbIX YA3BUMOCTEN, YTO
elle pa3 noaATBEPKAAET: YeM NonynsipHee NpoayKT, KOTOPbIV Bbl UCMOMb3yeTe, TEM
npucTanbHee HYyXXHO CneauTb 3a ero akTyanbHOCTbO.

OaHuM 13 KIToYeBbIX TPEHOOB roga ctano obHapyxeHue ysiaBumocTen B Al-cepsucax. Bo
BTOPOW NOfOBMHE roga nogobHble Opelun yxxe ABaXabl BXOOUNN B TON CaMOro ysa3BMMOro
nonynsipHoro NO. NHTepec k Teme MN-NOMOLLIHMKOB He yracaeT, HOBblE CTapTanbl B 3TON
o6nacTv NoABNAITCA YyTb NN HE KaXAbIN AeHb, HO B CTPEMIIEHMM BbICTPee BbIBECTU Ha
PbIHOK HOBbIV MPOAYKT ero pa3paboTumkn He Bcerga yaensitoT OIMKHOe BHUMaHue
6esonacHocTw.

B koHTekcTe MW noka peyb naet 06 yrposax, CBA3aHHbIX C KOHMAEHUMANbHbIMU LaHHBIMN
nonb3oBartenen NogobHbIX CEPBMCOB, HO HacTynuBLLMN 2026-11 obelaeT ObITb rogOM
aKTMBHOro BHeapeHusi B MO TeXHONOrMm NCKyCCTBEHHOro MHTeNnNekTa, u B YactHoctn -
areHToB. Takue NpoayKTbl HE MPOCTO 06pabaTbiBalOT NONb30BATENLCKUE AAHHBLIE, HO MOTYT
BbINOSIHATbL KOHKPETHbIE AENCTBMSA OT MMEHW NMONb30oBaTeNs, MO3TOMY 3KCnyaTauus
ysizsBumocTen B MM-areHTax ypeBaTa ropasgo 6onee cepbe3HbiMU NOCNeaCcTBUSAM, YEM
yTeuka AaHHbIX.

Mpegnonaraem, 4yto B 2026 rogy uccrnegosatenu B 06nactn MHOpMaLMOHHON
6e3onacHoOCTM (a BMECTE C HUMW W 31I0YMBILLIIEHHUKW) HE OCTaBAT 6e3 BHUMaHusS 1
nogobHbIe NPOAYKTLI, U CBOUX «OBbIYHBIX NoAgo3peBaeMbIx» Bpoae CMS, cepBepHbIxX
pELLEHN, pOyTEPOB N CETEBOrO 060PYAOBaHUA 1 NPOYMX KopnopaTtusHbIx 10.

B cBsA3m ¢ atum Solar 4RAYS coBeTyeT npucTanbHO cneauTb 3a MHopMaLumen o HOBbIX
YSI3BUMOCTSAX U CBOEBPEMEHHO yCTaHaBnMBaTb 06HOBNEHMA Ana obecneyeHns
©esonacHocTu.

O camblIx onacHbIX YA3BMMOCTSAX Mbl OrepaTMBHO NULLEM NOCTbl C pekoMeHaauusamMu B
Hawewm Ternerpam-kaHane. NognuceiBantech 1 6yabTe B Kypce HOBOCTEN!
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